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 1) AUTHENTICATION AND AUTHORIZATION IMPLEMENTATION: 

 



DESCRIPTION: 
In registration page role based access control is implemented. There are two roles 
1. Customer 
2. Supplier 

Upon registration as customer data is stored in CUSTOMER_T in database. Similarly upon 
registration as supplier the data is stored in SUPPLIER_T in database. Database of Grocery 
store is created on some.com. 
In registration page Validation is also implemented on: 
1. Name 
2. Email 
In Name field only alphabets and spaces are allowed. 
In Email field standard mail format is implemented.  

 
 2) VALIDATION IMPLEMENTATION 

 

 

    



 

 

 

 
DESCRIPTION: 
The user will enter their email and password, which are stored in the database. If the entered 
credentials match a record in the SUPPLIER_T table, the user will be redirected to the Supplier 
Dashboard. 
If the credentials match a record in the CUSTOMER_T table, the Customer Dashboard will be 
displayed. 
Otherwise, an error message saying "Invalid email or password" will be shown. 

CUSTOMER DASHBOARD: 
 



 
 

 

3) SUPPLIER DASHBOARD: 
 

 
 
 
 
  

 4) PASSWORD HASHING IMPLEMENTATION:
 

 

 
 
 

Hashed passwords are stored in database. During login, the entered password is hashed and compared 
to the stored hash. Authentication is performed only if the hashes matched. 

 

 5) SESSION STATE IMPLEMENTATION: 
 

 

 



 

 

 

  6) SESSION STATE TIMEOUT IMPLEMENTATION:

 

timeout=”20” means that session will expire after 20 minutes of inactivity. It prevents 
unauthorized access if  a user forgets to logout. 

 

 
 
 


